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FISA DISCIPLINEI

1. Date despre program
1.1 Institutia de invatdmant superior Universitatea ""Alexandru Ioan Cuza" din Iasi
1.2 Facultatea Facultatea de Drept
1.3 Departamentul DEPARTAMENTUL DE DREPT PUBLIC
1.4 Domeniul de studii Drept
1.5 Ciclul de studii Licenta
1.6 Programul de studii / Calificarea Drept

2. Date despre disciplina
2.1 Denumirea disciplinei Dreptul noilor tehnologii
2.2 Titularul activitatilor de curs Asist. AURA-ELENA AMIRONESEI
2.3 Titularul activitatilor de seminar Asist. AURA-ELENA AMIRONESEI
2.4 An de studiu II |2.5 Semestrul VI 2.6 Tip de evaluare” V 2.7 Regimul disciplinei™ Op

*E — Examen / C — Colocviu / V — Verificare
OB — Obligatoriu / OP — Optional / F — Facultativ

3. Timpul total estimat (ore pe semestru si activitati didactice)
3.1 Numar de ore pe saptamana 3 3.2 curs 2 3.3 seminar/laborator 1
3.4 Total ore din planul de invatamant 42 3.5 curs 28 3.6 seminar/laborator 14
Distributia fondului de timp ore
Studiu dupa manual, suport de curs, bibliografie si altele 15
Documentare suplimentara in biblioteca, pe platformele electronice de specialitate si pe teren 2
Pregdtire seminare/laboratoare, teme, referate, portofolii si eseuri 12
Tutoriat 0
Examinari 4
Alte activitati 0
3.7 Total ore studiu individual® 33
3.8 Total ore pe semestru 75
3.9 Numairul de credite 3

4. Preconditii - De curriculum (daca este cazul)

Nu se aplica. Se recomanda parcurgerea prealabild a disciplinelor fundamentale (Drept civil, Dreptul Institutional al Uniunii Europene,
Teoriga Generald a Dreptului, Drept European General)




5. Conditii (daca este cazul)

5.1 De desfasurare a cursului Desfasurarea cursului necesita sala de curs dotata cu videoproiector, sistem audio si conexiune
stabild la internet, pentru prezentdri interactive si demonstratii online.

5.2 De desfagurare a seminarului/ Seminariile se desfasoara in spatii dotate cu echipamente multimedia (e.g., videoproiector, ecran,

laboratorului sistem audio) si conexiune stabila la internet. Se impune accesul studentilor la dispozitive
electronice proprii (laptop/tabletd/telefon) pentru participarea activa la activitatile practice,
consultarea in timp real a legislatiei, jurisprudentei si instrumentelor digitale.

6. Obiective

La finalizarea cu succes a acestei discipline, studentii vor fi capabili sa:

- identifice si sa Inteleaga principalele concepte juridice relevante n contextul noilor tehnologii (inteligenta artificiala, platforme digitale,
date, contracte electronice etc.);

- interpreteze si sa aplice normele juridice nationale, europene si internationale in domeniul tehnologiilor digitale (inclusiv GDPR, DSA,
DMA, Al Act, legislatia e-commerce etc.);

- analizeze critic provocdrile juridice generate de dezvoltarea tehnologica rapida (de ex. raspunderea pentru Al, guvernanta algoritmica,
protectia consumatorilor online, libertatea de exprimare pe platforme);

- utilizeze instrumente digitale oficiale (baze de date legislative si jurisprudentiale, platforme UE, instrumente de analiza juridico-
tehnologicd) 1n activitatea de documentare juridica;

- elaboreze argumentari juridice clare, riguroase si inovatoare in raport cu probleme juridice generate de tehnologiile emergente;

- isi dezvolte o atitudine critica, eticd si responsabila fata de utilizarea tehnologiilor in domeniul juridic si societal.

7. Competente/Rezultate ale invatarii

Utilizarea adecvata a conceptelor, teoriilor si metodelor din domeniul juridic;

Interpretarea si aplicarea legislatiei romanesti, a legislatiei europene si a normelor de drept international

Utilizarea eficientd a cunostintelor dobandite In culegerea datelor si informatiilor referitoare la o problema de drept concreta
Interpretarea si utilizarea adecvata a surselor de drept in analiza situatiilor juridice, precum si in incadrarea si solutionarea lor
corectd din punct de vedere juridic

e Utilizarea eficienta a resurselor de comunicare si a surselor de informare si de formare profesionala asistatd, atat in limba romana,
cat si intr-o limba straind de circulatie internationala

8. Continut

8.1 Curs Metode de predare Observatii

(ore si referinte bibliografice)
Introducere in Dreptul Noilor Tehnologii. Contextul digital Prelegere interactiva, prezentare cu 2 ore, referintele
contemporan; transformarea digitala si impactul asupra dreptului; exemple practice, discutii dirijate, studiu |bilbiografice 1, 2, 10, 12,
notiuni fundamentale (documente digitale, servicii ale societatii de caz introductiv 14,15, 19.

informationale, internetul ca infrastructura juridica); cadrul normativ
european de ansamblu (GDPR — DSA — DMA — Al Act).

Mediul digital si documentele electronice. Tipuri de documente Prelegere. demonstratii tehnice 2 ore, referintele
digitale; efecte juridice; arhivare, proba electronicad; semnéatura (semnatura electronica reald), analiza bilbiografice 1, 5, 6, 19
electronica simpld, avansata si calificatd; regimul eIDAS; semnatura |reglementari UE si roméanesti

bazata pe recunoastere faciala.

Platforme online, aplicatii si servicii ale societatii informationale. Prelegere, analiza practicd a T&C unor |2 ore, referintele

Definitii juridice; tipologii de platforme (hosting, marketplace, social | platforme mari; dezbatere bilbiografice 1,19, 20, 21,
media); obligatii si regim juridic; rolul termenilor si conditiilor. 12,11, 14

Termeni si conditii. Contracte electronice. VPN si alte instrumente | Analiza de termeni reali (Facebook, 2 ore, referintele

tehnice. Natura juridica a termenilor si conditiilor; contracte de VPN), studiu de caz comparativ UE— bilbiografice 1,19, 13, 20,
adeziune online B2C si B2B; clauze abuzive in mediul digital; SUA, discutii 21,5

utilizarea VPN si implicatii juridice; rdspunderea furnizorilor.



8.1 Curs Metode de predare Observatii
(ore si referinte bibliografice)

Internet-of-things

Datele. Date cu caracter personal si GDPR. Principii GDPR; Prelegere, analiza cazuri practice 2 ore, referintele

temeiuri de prelucrare; drepturile persoanelor vizate; transferuri bilbiografice 7, 9, 19, 18,
internationale; raspundere; interactiunea cu alte reglementari. 17,8

Cookies, retele sociale si protectia utilizatorilor. Regimul cookies si |Studii de caz (Meta, TikTok), analiza 2 ore, referintele
tracking; social media si obligatii de informare, consimtdmant, dark |decizii autoritati si jurisprudenta, bilbiografice 7, 19, 18, 17
patterns; protectia consumatorilor; libertatea de exprimare vs dezbatere

moderare; regimul juridic al platformelor de socializare.

Piata unica digitala: Digital Services Act si Digital Markets Act. Prelegere, schema interactiva, analiza 2 ore, referintele
Regimul serviciilor digitale (DSA): transparentd, moderare, VLOPs; |articole cheie, discutii aplicate bilbiografice 1,19, 20, 21

DMA: gatekeepers si obligatiile lor; interactiuni cu dreptul
concurentei si protectia consumatorilor.

Blockchain, criptoactive si smart contracts. Notiuni tehnice de baza; |Prelegere, demonstratie blockchain 2 ore, referintele
regimul juridic al blockchain; Regulamentul MiCA; natura juridicd a |explorer, analiza juridica a unor cazuri  |bilbiografice 1,19, 22, 23
smart contracts; provocari de executare si probatorii. reale

Inteligenta artificiald si reglementarea juridica. Al Act (clasificarea |Prelegere, analiza, discutie etica, scenarii |2 ore, referintele
riscurilor, obligatii pentru furnizori/utilizatori); aplicatii juridice practice bilbiografice 1,19,4, 16, 17
(legal tech, predictive justice); raspunderea pentru Al; aspecte etice

si de drepturile fundamentale.

Cybersecurity, cybercriminalitate si cyberterorism. Notiuni tehnice | Prelegere, analiza legislatie, exemple de |2 ore, referintele

minime; regimul juridic al securitatii informatice; raspunderea cazuri reale (ex. atacuri asupra bilbiografice 1,3, 19,
operatorilor; atacuri cibernetice. institutiilor)

Instrumente de plata online si identitate virtuala. Regimul juridic al |Prelegere, analiza reglementari UE, 2 ore, referintele

platilor electronice; furnizori de servicii de plata; securitate; fraude |demonstratie practica (2FA, eID), studiu |bilbiografice 1, 6, 19, 10,
online; identitate digitala (eID, portofel digital european). de caz 11

Proceduri juridice online si ODR. Adaptarea procedurilor judiciare si | Prelegere, navigare pe platforma ODR, |2 ore, referintele
administrative la mediul digital; platforme de solutionare online a analiza spete CJUE/CtEDO bilbiografice 1, 19, 21, 17,
litigiilor (ODR); semnatura electronica in proceduri; jurisprudenta 18, 19, 14, 15

relevanta.

Legal tech. Jurisprudenta relevantd in domeniul noilor tehnologii. Prelegere, studii de caz 2 ore, referintele

Analiza detaliata a jurisprudentei CJUE, CtEDO si instantelor bilbiografice 17, 18, 19, 16
romane in materii: GDPR, platforme, libertate de exprimare, Al,

blockchain.

Tendinte, perspective de viitor si elemente noi in dreptul tehnologiei. | Prelegere, discutie critica, brainstorming |2 ore, referintele

Evolutii recente (Al generativ, metavers, identitati digitale, noile bilbiografice 17, 18, 19,
propuneri legislative UE); provocari etice, juridice si institutionale; 16, 23, 22, 20, 14, 10, 11,
impactul asupra profesiei juridice. 12
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17. Portalul legislativ al Uniunii Europene: https://eur-lex.curopa.eu/

18. Portalul de jurisprudenta al Curtii de Justitie a Uniunii Europene: https://curia.europa.eu/juris/recherche.jsf?language=ro
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20. Jan Kramer, Digital markets and online platforms: new perspectives on regulation and competition law, 2020, disponibil la https://cerre.eu/w
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22. Pmar Caglayan, Legal Aspects of Blockchain, Crypto Assets and Smart Contracts: An Introduction, ISBN:
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23. ELI Principles on Blockchain Technology, Smart Contracts and Consumer Protection,
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8.2 Seminar / Laborator Metode de predare Observatii

(ore si referinte bibliografice)
Introducere. Mediul digital. Documente si semnaturi electronice Problematizarea, Discutia, Demonstratia, |2 ore, referintele
- Tipuri de documente digitale si efecte juridice. Exercitiul practic bilbiografice 1, 2, 5, 6, 10,
- Semnatura electronica: simpla, avansata, calificatd; semnatura cu 12, 14,15, 19

recunoastere faciald; regimul eIDAS.
- Exercitiu practic: semnarea si verificarea unui document electronic.
- Discutie: diferenta juridicd intre documentele electronice si cele

fizice.

Regimul juridic al platformelor online. Termeni si conditii. Problematizarea, Discutia, Studiul de 2 ore, referintele
Contracte electronice caz, Lucrul pe grupuri bilbiografice 1, 5, 11, 12,
platformelor online. Termeni si conditii. Contracte electronice 13, 14, 19, 20, 21

- Analiza T&C ale unor platforme

- Identificarea clauzelor abuzive, obligatiilor privind transparenta si
protectia consumatorilor.

- Discutie: natura juridica a termenilor si conditiilor; contracte

electronice B2C/B2B.

Date personale, GDPR, Data Governance Act, cookies si Internet of |Problematizarea, Discutia, Dezbaterea, |2 ore, referintele
Things Studiul de caz bilbiografice 7, 8, 9, 17,
GDPR, Data Governance Act, cookies si Internet of Things 18, 19

- Analiza principiilor GDPR si a temeiurilor de prelucrare.

- Exercitiu: identificarea problemelor Intr-o politica reald de
confidentialitate.

- Cookies si consimtamantul informat.

- IoT: provocari juridice privind colectarea datelor de la dispozitive

inteligente.

Digital Services Act & Digital Markets Act Problematizarea, Discutia, Studiul de 2 ore, referintele

- Exercitiu: identificarea obligatiilor pentru VLOPs si gatekeepers caz, Dezbaterea bilbiografice 1, 19, 20, 21,
(Meta, Google etc.). 22,23

- Discutie: transparentd, moderare, publicitate, abuz de pozitie

dominanta.

- Analiza de texte legislative UE.

Blockchain, criptoactive si smart contracts Problematizarea, Discutia, Demonstratia, |2 ore, referintele

- Notiuni tehnice si juridice de baza. Studiul de caz bilbiografice 1, 16, 17, 19,
- Analiza unui smart contract. 22,23

- Studiu de caz: litigii si incidente juridice cu criptoactive in UE.
- Discutie comparativa: Romania si alte jurisdictii.

Inteligenta artificiald si cybersecurity Problematizarea, Discutia, Workshop 2 ore, referintele
- Studiu de caz: utilizarea Al in procesul decizional tematic, Studiul de caz bilbiografice 1, 3, 4, 6, 10,
- Clasificarea sistemelor Al conform Al Act. 11,16, 17,19

- Discutie: raspundere, transparenta, securitate cibernetica,
cybercriminalitate, cyberterorism.
- Elemente introductive de legal tech si inginerie juridica.

Jurisprudenta relevantd, Legal Tech si tendinte viitoare Problematizarea, Discutia, Analiza 2 ore, referintele

- Analiza spetelor CJUE, CEDO si nationale privind GDPR, jurisprudentiala, Prezentari bilbiografice 1, 11, 12, 14,
libertatea de exprimare online, platforme, Al, blockchain. 15,6,17,18, 19, 20, 22,

- Legal Tech: instrumente emergente pentru practicieni, 23

automatizare, inginerie juridica.
- Discutie finala: metavers, identitati digitale, tendinte legislative.
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9. Coroborarea continutului disciplinei cu asteptarile reprezentantilor comunitatii, asociatiilor
profesionale si angajatorilor reprezentativi din domeniul aferent programului

Continutul disciplinei ,,Dreptul Noilor Tehnologii” este conceput in corelare directd cu evolutiile legislative europene si internationale,
precum si cu asteptarile mediului profesional juridic, academic si economic. Tematica disciplinei raspunde nevoilor exprimate de:

- comunitatea profesionala juridica (barouri, cabinete de avocaturd, societati de avocatura, notariate, consultanti juridici), care manifesta un
interes crescut pentru reglementarile privind protectia datelor, inteligenta artificiala, contractele electronice, semnatura digitald, blockchain
si rdspunderea platformelor digitale;

- angajatori institutionali si privati din domeniul juridic si tehnologic, care solicitd absolventi capabili sa inteleaga si sa aplice normele
relevante In context digital, sa interpreteze acte juridice generate sau transmise electronic, sd gestioneze riscurile juridice asociate
tehnologiilor emergente si sa colaboreze interdisciplinar cu experti tehnici;

- asociatii profesionale si academice implicate in domeniul digitalizarii si al dreptului tehnologiei, care promoveaza integrarea noilor
reglementari europene (GDPR, DGA, DSA, DMA, Al Act) in formarea juridica de baza si continua;

- mediul economic si antreprenorial, in care cererea de competente juridico-digitale este in crestere, mai ales in contextul utilizarii
platformelor online, serviciilor financiare electronice, semnaturii digitale si al respectarii obligatiilor de conformitate.

Disciplina dezvoltd competente adaptate cerintelor actuale ale pietei muncii juridice si economice, pregatind studentii s interactioneze cu

reglementarile specifice economiei digitale, sa participe la proiecte de digitalizare juridica, sd ofere consultanta juridica in materie de
tehnologii emergente si sa inteleagd implicatiile juridice ale transformarii digitale.

10. Evaluare

10.1 Evaluare continua Pondere (min. 30%) 100
Curs Forma de evaluare
Pondere 0

Nepromovarea Evaluarii continue determind nepromovarea
Evaluarii finale

Metode de

Detalii Pondere cu reexaminare
evaluare
Seminar / Laborator Forma de evaluare Verificare mixta
Pondere 100

Nepromovarea Evaludrii continue determind nepromovarea
Evaluarii finale

Metode de Detalii Pondere cu reexaminare




evaluare Test 30 Da

Proiect 40 Da

Verificare orala periodica 30 Nu

10.2 Mentiuni (situatii speciale in evaluare)

10.3 Standard minim de performanta

Pentru promovarea disciplinei, studentul are obligatia de a sustine si de a obtine o notd minima de 5 (cinci) la fiecare dintre cele trei
componente obligatorii de evaluare.

Reevaluarea 1n vederea promovarii (,,restanta’) poate fi sustinuta la una sau la ambele componente obligatorii de evaluare scrisa
(test/proiect), dupa caz, cu conditia indeplinirii cerintei minime de prezenta la activitatile de seminar. Componenta obligatorie de evaluare
orala nu poate fi reexaminata.

Reevaluarea in vederea maririi notei se poate realiza numai pentru cele doua componente obligatorii de evaluare scrisa (proiect/test),
ambele fiind sustinute in acest scop.

Data completarii, Titular de curs, Titular de seminar,
Asist. AURA-ELENA AMIRONESEI Asist. AURA-ELENA AMIRONESEI
Data avizirii in departament, Director de departament,

Conf. Dr. MARIUS NICOLAE BALAN




